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**1) Требования к знаниям поступающих**

В процессе сдачи экзамена абитуриент должен показать знание основных вопросов, а также:

1. *Знать:*

основы учебных дисциплин «Информационное право» (включая разделы: «Медиаправо», «Право информационной безопасности», «Компьютерное право», «Телематическое право»); «Информатика», «Информационно-компьютерные технологии в профессиональной деятельности», «Правовая информатика», «Теория государства и права», «Конституционное право Российской Федерации», «Квалификация преступлений».

2. *Уметь:*

– выявлять и определять проблемы (сложные задачи, не имеющие известного решения), формулировать гипотезы и задачи учебного исследования;

– обрабатывать результаты учебных исследований, анализировать и осмысливать их с учетом имеющихся литературных данных;

– вести библиографическую работу с привлечением современных информационно-компьютерных технологий;

– представлять итоги проделанной работы в виде компьютерных презентаций.

3. *Владеть:*

- проблематикой современной мировой юриспруденции;

*-* начальныминавыкамисамостоятельной научно-исследовательской и научно-педагогической деятельности.

**2) Структура задания и критерии его оценивания**

Экзаменационный билет состоит из двух теоретических вопросов. В обязательном порядке поступающему задаются три дополнительных теоретико-прикладных вопроса, общая доля которых в оценке ответа может составлять до 20 баллов.

|  |  |
| --- | --- |
| Требования к результатам освоения дисциплины | Оценка / баллы |
| На теоретические и дополнительные теоретико-прикладные вопросы даны практически полные ответы. | ***Отлично****80 – 100* |
| На теоретические вопросы даны неполные ответы, но на все дополнительные теоретико-прикладные вопросы ответы получены. | ***Хорошо****60 – 79* |
| На теоретические вопросы даны неполные ответы, а из дополнительных теоретико-прикладных вопросов ответ не получен только на один. | ***Удовлетворительно****35 – 59* |
| Не получен ответ на один из теоретических вопросов *или* на теоретические вопросы даны неполные ответы, а из дополнительных теоретико-прикладныхвопросов ответ не получен на два. | ***Неудовлетворительно****0 – 34* |

**3) Содержание вступительного экзамена**

Тема 1. Становление и развитие информационного общества

Необходимость создания и использования новых средств переработки информации. Информатизация и «цифровизация» как социально-экономический процесс. Социальные последствия информатизации. Возникновение информационного общества. Информационное общество и право, информационно-правовое знание. Информация как товар, ресурс и «оружие». Основные черты и проблемы информационного общества. Нравственно-этические проблемы информационного общества. Стратегия развития информационного общества в России. Кодекс поведения в глобальных телематических сетях (типа Интернет, Релком, Ситек, *Sedab*, *Remar* и др.). Национальный российский кодекс деятельности в области информатики, кодекс журналистской этики, кодекс рекламодателей, кодекс хакеров. Правовые проблемы информационной безопасности личности, общества и государства. Доктрина информационной безопасности в России. Программа развития «цифровой экономики». Электронные деньги (криптовалюта) и технологии «blocchain».

**Тема 2. Информационное право как интегрированная отрасль права**

Понятие, объект и предмет информационного права. Роль и место информационного права в системе российского права. Взаимоотношение информационного права с другими отраслями права. Методы информационного права. Принципы информационного права. Способы и средства информационного права. Источники информационного права. Система информационного права. Информационно-правовые нормы Конституции РФ.

**Тема 3. Информационная сфера как сфера правового регулирования**

Архитектура информационной сферы. Понятия «информационное пространство», «информационная среда», «информационная инфраструктура», «информационная технология». Классификация информационных отношений. Понятие «информационной войны» (борьбы). Виды правоотношений в информационной сфере («целевые» информационные правоотношения) и особенности их правового регулирования. Информационные ресурсы как предмет правового реагирования. Источники и потребители информации. Субъекты и объекты информационных правоотношений в инфосфере. Виды информационно-правовых норм, их классификация по предметным областям информационной сферы.

**Тема 4. Правовой режим информации и информационных ресурсов**

Понятие, виды, формы и свойства информации. Понятия и виды информационных ресурсов. Виды норм, определяющих правовой режим информации и информационных ресурсов. Нормы, определяющие порядок документирования информации (ГОСТ Р 6.30–97. Унифицированная система организации распорядительной документации). Виды и качество электронных документов (ГОСТ 2.051–2006. Электронные документы). Юридическая сила документов на машинных носителях (ГОСТ 6.10.4–84. О придании юридической силы документам на машинных носителях). Понятия и юридические свойства электронной и электронной цифровой подписей.

**Тема 5. Документированная информация как объект гражданских**

**правоотношений**

Особенности документированной информации как объекта собственности. Двуединство информации и носителей. Информационные ресурсы как объект вещного права. Право собственности на средства переработки (обработки) информации. Нормы, определяющие право собственности на информацию, информационные ресурсы и средства переработки (логической обработки) информации.

**Тема 6. Документированная информация как объект**

**исключительного права**

Виды интеллектуальной собственности. Нормы, определяющие приобретение исключительных прав. Нормы, определяющие передачу авторских прав. Особенности правовой защиты программ, баз данных и топологий интегральных микросхем. Правовой режим нематериальных активов предприятий.

##### Тема 7. Институт тайны как универсальный способ правовой

##### охраны и защиты информации ограниченного доступа

Понятие и классификация типов и видов тайн. Концептуально-логическая модель юридического понятия тайны. Нормы, определяющие категорию информации по уровню доступа к ней. Нормы, регулирующие порядок обращения со сведениями, отнесенными к государственной тайне. Нормы, регулирующие порядок обращения с конфиденциальной информацией. Нормы, определяющие порядок использования средств криптографической защиты информации.

**Тема 8. Правовое регулирование отношений в области СМИ**

Политическая реформа, зарождение системы независимых от государства СМИ. Критерии независимости СМИ и демократичности законодательства о СМИ. Нормативные правовые акты, определявшие основное содержание и развитие системы обеспечения свободы массовой информации в России. Предмет и основные понятия. Методы правового регулирования. Межотраслевой характер законодательства о СМИ. Структура законодательства РФ о СМИ (Конституция РФ; нормативные правовые акты РФ; судебные прецеденты; решения квазисудебных и административных органов: Роспечать, ФСТР РФ, ЦИК РФ), обычаи, деловые обыкновения. Международные документы. Условия и порядок регистрации СМИ. Отношения СМИ с гражданами и организациями. Авторское право в СМИ. Порядок разрешения информационных конфликтов.

**Тема 9. Правовые проблемы глобальных телематических сетей**

Проблемы авторского права в глобальных телематических сетях (типа Интернет, Релком, Ситек, *Sedab*, *Remar* и др.). Способы защиты информационных объектов интеллектуальной собственности, размещённых в ГТС Интернет. Порядок регистрации доменных имён ГТС Интернет. Доменные имена и товарные знаки. Нормы международного информационного обмена. Электронная коммерция. Информационная безопасность абонента ГТС Интернет. Информационные преступления в ГТС Интернет. Компьютерное законодательство США и стран ЕС.

**Тема 10. Информационные правонарушения и преступления**

Информация как объект неправомерных и преступных посягательств. Информация как средство совершения административных и гражданско-правовых правонарушений и уголовных преступлений. ЭВМ как криминалистический объект. Способы совершения информационных преступлений: крэкинг, фишинг, спаминг, киберсквоттинг. Преступления в сфере компьютерной информации. Информационные преступления как угроза экономической безопасности. Уголовная ответственность за несанкционированный доступ к компьютерной информации. Уголовная ответственность за создание вредоносных программ для ЭВМ. Уголовная ответственность за нарушение правил эксплуатации ЭВМ. Особенности квалификации и расследования информационно-компьютерных преступлений.
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21. Федеральный закон от 9 февраля 2009 г. № 8-ФЗ «О доступе к информации о деятельности органов государственной власти и органов местного самоуправления» // Российская газета. 2009. 13 фев.

22. Федеральный закон от 22 декабря 2008 г. № 262-ФЗ «О доступе к информации о деятельности судов в Российской Федерации» // Российская газета. 2008. 26 дек.

23. Стратегия развития информационного общества в Российской Федерации на 2017 – 2030 годы, утверждённая Указом Президента РФ от 9 мая 2017 г. № 203 // СЗ РФ. 2017. № 20. Ст. 2901.

24. Доктрина информационной безопасности Российской Федерации, утверждённая Указом Президента РФ от 5 декабря 2016 г. № 646 // РГ. – 2016. – 28 дек.

25. Распоряжение Правительства РФ от 28 июля 2017 г. № 1632-р «Об утверждении программы «Цифровая экономика Российской Федерации» / «КонсультантПлюс».

26. Стратегия национальной безопасности Российской Федерации до 2020 года, утверждённая Указом Президента РФ от 12 мая 2009 г. № 537// РГ. – 2009. – № 88; СЗ РФ. – 2009. – № 20. – Ст. 2444.

27. Перечень сведений, отнесённых к государственной тайне, утверждённый Указом Президента РФ от 30 ноября 1995 г. № 1203 с изменениями, внесёнными Указами от 24 января 1998 г. № 61, от 6 июня 2001 г. № 659 // СЗ РФ. –1998. – № 5. – Ст. 561; 2001. – № 24. – Ст. 2418.

28. Перечень сведений конфиденциального характера, утверждённый Указом Президента РФ от 6 марта 1997 г. № 188 // СЗ РФ. – 1997. – № 10. – Ст. 1127.

**5) Примерный перечень вопросов**

1. Окинавская Хартия. Информационное общество и право, информационно-правовое знание. Роль информационного права в обеспечении национальной безопасности. Основные задачи государственной информационной политики РФ.

2. Стратегия и контрольные значения показателей (место в международных рейтингах, доля электронного документооборота и др.) развития информационного общества в Российской Федерации на период до 2030 г.

3. Объект, предмет, методы, принципы и система информационного права. Место информационного права как интегрированной отрасли в системе права.

4. Классификация информационных правоотношений в инфосфере. Основные направления развития предмета и дисциплины информационного права. Правовая информология, её объекты.

5. Архитектура информационной сферы. Классификация информации и информационных отношений в правовой системе.

6. Общие (содержательность и защищённость) и специальные (легитимность) свойства информации, принципиальные для правового регулирования информационных отношений.

7. Классификация, общая характеристика и субъектно-объектный состав информационных правоотношений в инфосфере.

8. Источники (материальные и идеальные; формальные) информационного права. Информационно-правовые нормы Конституции РФ.

9. Характеристика права на поиск, получение и использование информации как основного института информационного права.

10. Документированная информация как объект информационных правоотношений. Конституционные основы и правовой режим документированной информации.

11. Правовой режим информационных систем, информационных технологий и средств их обеспечения. Государственная политика в области их создания.

12. Правовое регулирование отношений в области связи, телекоммуникаций и автоматизированных систем (типа ГАС РФ «Правосудие», ГАС РФ «Выборы», ГАС РФ «Управление», АСБР-«Янтарь» ЦБ РФ).

13. Правовые проблемы информационной безопасности личности, общества и государства. Информационная безопасность абонента сети Интернет.

14. Модель информационной безопасности судебных автоматизированных систем: правовое регулирование и юрисдикция.

15. Правовые проблемы использования глобальной информационно-вычислительной сети Интернет (доменные имена и товарные знаки). Особенности правового регулирования информационных отношений.

16. Проблемы судебного правоприменения в сфере глобальной информационно-вычислительной сети Интернет.

17. Правовой режим глобальной информационно-вычислительной сети Интернет. Проблема ответственности за размещение информации компрометирующего характера в сети Интернет.

18. Проблемы и способы международно-правового обеспечения глобального информационного обмена.

19. Концептуально-логическая модель системы правового регулирования информационных отношений.

20. Структурно-феноменологическая модель личности и классификация «информационного оружия». Угрозы его применения при заключении международных соглашений.

21. Принципы создания единой правовой нормативно-методической базы автоматизированных систем судопроизводства. Классификация судебной информации.

22. Особенности правового регулирования информационных отношений в области массовой информации в Российской Федерации. Классификация информационных правоотношений.

##### 23. Институт тайны как универсальный способ правовой защиты информации ограниченного доступа.

24. Концептуально-логическая модель юридического понятия тайны.

25. Модели правового регулирования информационных отношений в области коммерческой тайны.

26. Особенности правового регулирования информационных отношений в области персональных данных. Обязанности оператора персональных данных.

27. Модели правового регулирования применения электронной подписи в России. Правовые свойства (аутентичность, легальность, верифицируемость) информации.

28. Правовая информатизация как объективный социально-экономический процесс. Проблемы создания и архитектура ГАС РФ «Правосудие».

29. Проблема и способы правового сдерживания информационно-компьютерной преступности в России.

30. Особенности неправомерного доступа к «компьютерной» информации. Трудности юридической квалификации и пути их преодоления.

##### *Дополнительные вопросы*

1. Определение понятия «информация», её виды, формы, правовые режимы.

2. Определение понятий «информационное пространство», «информационная среда», «информационная инфраструктура», «информационная технология», «информационный ресурс», «информационная система».

3. Определение понятия «новая информационная технология».

4. Определение понятия информационной безопасности личности, общества и государства.

5. Определение понятия безопасности (защищённости) информации.

6. Понятия и юридические свойства электронной и электронно-цифровой подписей.

7. Понятие «информационная война (борьба)» (состав основных информационных отношений).

8. Общие и специальные свойства информации, принципиальные для правового регулирования информационных отношений.

9. Основные направления информатизации юридической деятельности.

10. Направления обеспечения информационной безопасности в инфосфере.
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1. Статьи 51, 128, 139 (служебная и коммерческая тайна), 150 (личная и семейная тайна), 152, 160, п. 2 (ЭЦП), 434, п. 2 (связь), 495, 726, 727, 732, 771, 857 (банковская тайна), 1123 (тайна завещания). [↑](#footnote-ref-2)
2. Статьи 137 (личная или семейная тайна), 138 (тайна переписки), 140, 141 (тайна голосования), 146 (АСП), 147 (ИПП), 155 (тайна усыновления/удочерения), 180 (ТЗ), 183 (коммерческая, налоговая или банковская тайна), 272, 273, 274, 283 (государственная тайна), 284 (+гостайна), 310 («тайна следствия»), 311(«тайна судопроизводства»). [↑](#footnote-ref-3)
3. Статья 75, п. 3 (ЭЦП). [↑](#footnote-ref-4)
4. Статьи 13.11 (персон. данные – «личная тайна»), 13.12+13.13 (гостайна), 13.14 (ИОД – «служебная или профессиональная тайна»), 13.15 (скрытые вставки – «25-й кадр, и др.». [↑](#footnote-ref-5)
5. Глава 14 (защита персон. данных работников). [↑](#footnote-ref-6)
6. Статьи 12 (персон. данные), 47 (тайна усыновления). [↑](#footnote-ref-7)
7. Статья 11, п. 3 (юридическая сила ЭД, ЭЦП). [↑](#footnote-ref-8)
8. Статья 22, п. 3 (ЭЦП). [↑](#footnote-ref-9)